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• Stand-Up Briefing

• Read and Sign

• Automated CBT
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• Written Text vs. Audio vs. Video, or a Combination
• Cost  (preparation, deployment, record keeping)
• Time Limitations (preparation, individual employee time investment)
• Retention of Information (both memory and resource)
• Collaboration
• Ability to Vet ASRB Content Prior to Delivery (e.g., General Counsel, 

S&S management, etc.)
• Ability to Readily Identify Entire Target Audience
• Ability to Readily Deliver ASRB to Entire Target Audience
• Ability of Target Audience to Access ASRB
• Ability to Update Target Audience Records in Real-Time
• Ability to Monitor Real-Time Completion Rates 
• Ability to Update Content in Real-Time
• Manual vs. Automated Record Keeping (both completion and ASRB 

content)
• Ability to Receive and Reply to Individual Questions
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HEADQUARTERS 
CRITICAL CONSIDERATIONS FOR FORMAT 

DECISION
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• Ability to Readily Deliver ASRB to Entire Target Audience
• Ability of Target Audience to Access ASRB
• Ability to Update Target Audience Records in Real Time
• Ability to Monitor Real-Time Completion Rates
• Ability to Update Content in Real Time
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• Web-based ASRB available through the DOE 
Headquarters Management Information Systems 
(MIS) Application Gateway

• All Federal employees have access to the MIS 
Gateway

• Contractor employees must be sponsored by a 
Federal sponsor and registered in the MIS Gateway

• MIS Gateway is password protected
• SSL Protected
• 168-bit encryption
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• Focus on changed S&S policies or procedures, new S&S policies 
and procedures, and issues that have proved problematic since 
previous briefing

• Trends analysis of security survey or inspection findings
• Trends analysis of security infractions
• OIG criminal investigations regarding S&S issues
• Review Vulnerability Assessment
• Review other relevant documents (e.g., IG Audit Reports, GAO 

Reports, etc.)
• Solicit suggestions from other S&S Subject Matter Experts (e.g., 

S&S operations managers, Headquarters Security Officers)
• Collaboration with other organizations (e.g. Cyber Security, 

Emergency Preparedness)
• Solicit suggestions from employee population
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