il SCHOOL OF ENGINEERING

Vulnerability and High-Speed Rail

Presented by
Nicholas Lownes, Ph.D., P.E.

Co-Authors:

Reda Ammar, Ph.D
Sanguthevar Rajasekaran, Ph.D.
Lance Fiondella

Qixing Wang

¥ UCONN

www.engr.uconn.edu



il SCHOOL OF ENGINEERING

¥ UCONN

www.engr.uconn.edu



Il SCHOOL OF ENGINEERING

Introduction

ierability of a transportation network is strongly
with the ability of the network to withstand
1sruptions.

> edges with limited alternative paths
ious system vulnerabilities.

odeled as a traffic assignment problem.

-speed rail (HSR) introduces a bi-modal element —
creases complexity in modeling and algorithmic
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Objective

2 a model of network

)ility that:

e flexibility to include HSR
degree of behavioral realism

be utilized as a decision-support
- system for technology deployment

_ —#ﬁ)ses theoretically sound framework
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Background Review

(2002, 2003, 2008), Murray-Tuite and Mahmassani (2004),
al. (2010) applied the game theory to analysis the
erability.

Yushimito (2009) propose a heuristic method
er equilibrium assignment procedure to assess
way transportation networks

oy et al. (1995), Latora and Marchiori (2005), Scott et al.

6), Hollander and Prasjka (2006), Murray-Tuite (2008),

se different approach to identify critical links and evaluate
vork performance
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Tester

Goal Seeking shortest paths for all  Disable Link(s) that most harm of
travelers network

Tool Route assignment strategy Link failure strategies
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n-Fn

min, max,V (y, p) = Yees V0L Ce

DieePe =1, p=0
Zk_per hk-p =1, h>0

) Rl =,
Zh.pEK-p ks %ok = Ve

Path choice probability between O-D pair, p

Parameter that takes value 1 if e € kp and 0 otherwise

Travel demand between O-D pair, p

Cost of edge e in failure scenario 7

Edge use probability differential of edge e at iteration »
Probability the tester disables edge e at iteration »
Probability the router chooses edge e at iteration »
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Solution Approach

Initialize network

pdate edge costs under Tester’s failure scenario,
culate s-expected edge costs,

shortest path(s) for all O-D pairs

ate Router’s edge use probability differential
dge use probability using MSA

: Calculate Tester’s edge failure probability,

ep 7: Calculate Network Vulnerability

_, 8: If no change, stop. Otherwise, go to Step 1
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Iculate edge failure probability

> edge failure probability, Bell (2008) proposes introducing an
ction to the tester’s level of this problem. Adding a weighted
ction, the tester’s problem has an explicit solution that is
ailure probability. The modified objective function

minymax,V"(y, p) = Yeer V& pECe™ — (3) Zeer pEIn ol

blution is:

'“

exp( gynck '“)

n+l1 —
Fn )

Pe

Tseexp (OyRCS™

T] :p"arameterE been called the aggressiveness of the tester, could also
“"yl- interpreted as the confidence of their strategy.
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depicts the example
ntains four nodes and

1st Iteration 2nd |teration
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The Sioux Falls network
Is the well-known and
well-studied , 1t has 24
nodes, 76 edges and 552
O-D pairs.

= High Ciritical

Median Critical

== | ow Critical
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g=10.5 g=1 =10 Ukkusuri &
Iter =9114 RT=63.5s Iter = 3442 RT =23.0s Iter = 5049 RT=40.3 s Yushimito (8)

Edge # Failure% Use % Edge # Failure% Use % Edge # Failure% Use % Edge # Critical

4 31.51% 27.15% 4 34.08% 24.66% 4 34.78% 23.20% 39 80.34%
6 13.97% 29.87% 39 16.62% 29.03% 89 20.55% 28.87% 4 71.78%
12 13.96% 29.87% 6 15.69% 28.88% 6 17.66% 28.83% 75 67.87%
39 10.99% 28.67% 12 15.65% 28.88% 12 16.87% 28.82% 64 50.02%

4.93% 32.88% 36 5.23% 17.43% 36 8.32% 19.10% 20 46.23%

4.74% 24.46% 20 2.89% 32.87% 64 1.81% 18.84% 42.96%
2.98% 22.14% 2 2.87% 24.64% 30.43%
2.89% 14.66% 7 2.68% 24.47% 26.19%
75 2.62% 28.67% 64 1.95% 15.78% 20.17%

36 2.60% 14.31% 32 0.91% 17.42% 19.09%

32 1.27% 14.31% 75 0.91% 29.03% 17.61%
68 1.18% 14.01% 29 0.16% 17.43% 16.08%
16 0.95% 32.88% 68 0.11% 13.25% 12.65%
9 0.70% 29.87% 16 0.11% 32.87% 11.02%

29 0.62% 14.31% 9 0.05% 28.88% 9.02%

37 0.47% 17.24% 37 0.03% 17.25% 7.84%
60 0.35% 11.42% 60 0.02% 11.78% 7.79%
38 0.33% 14.83% 38 0.01% 14.47% 7.71%
50 0.20% 11.55% 4.63%

56 0.18% 8.20% 4.61%

18 0.18% 16.08% 4.48%
35 0.17% 7.73% 4.06%
65 0.14% 14.01% 3.99%
1 0.14% 4.51% 3.84%

47 0.07% 2.77% 3.30%

All other Failure % < 0.07% All other Failure < 0.01% All other Failure < 0.01%
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Bi-Modal Challenges
ehaved convex performance

not applicable
access/multi-modal trips

n-trivial path choice
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Conclusions

e described a measure of network vulnerability
any-to-many demand for a single mode.

- game-theoretic framework and applies
) solve both levels of the problem.

orks.
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